
Key 
Global 
Results 64%

ransomware came 
from third-party 

supply chain 

54%
who paid still reported 

system issues or 
corrupted data after 

decryption

33%
increase in ransomware 
attacks over 2021 study

88%
believe they have the 

right talent to protect 
their organizations 
from ransomware

33%
 forced to 

temporarily 
suspend business

35%
reported C-level 

resignations following 
the attack

86%
reported increase 
in security budgets 

to fight ransomware

37%
forced to lay off 

employees

73%
targeted by at least 

one ransomware 
attack

68%
who paid once were hit 

again in less than a month 
for a higher ransom

41%
paid to expedite 

recovery

28%
paid to avoid downtime 

that could result in injury 
or loss of life

49%
paid to avoid 

loss in revenue

80%
of those who paid were 

victims of a second attack


